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Chapter 1

Allow or Deny an Authorization Request from Email

When you purchase an app on the ADP Marketplace thatinvolves system-to-system integration, you will receive an email from ADP requesting
consentto release your data to the publishing organization. Follow the steps in this article to view and then allow or deny the request.

1. Open the consent request email message.

2.

3. Click the View Request link. This will open the consent request in a web page identifying the app, the app publisher, and the permissions

requested.

4. Doone of the following:

o Toallow the app toaccess your data, click the Allow button and then click Continue in the confirmation message. You will be

Connection Request

Dear Test Client
Thank you for subscribing to KM - CONNNECTOR - TEST from Partner E2E Testing through ADP Marketplace.

In order to activate the integration of your ADP data with KM - CONNNECTOR - TEST, ADP must obtain your permission to initiate the data share
with Partner E2E Testing.

Please select the “View Request” button below to begin. If you do not provide your permission, your ADP data will not be shared with the partner
app.

KM - CONNNECTOR - TEST
by Partner E2E Testing wants to connect

Client Authorization

a KM - CONNNECTOR - TEST

You hereby:

« Allow read access 1o your ADP system for worker's
profile dat:
Informatien (PIly

s Allow searching for contacts In your company anc
reading basic contact Information

ch may Include personally identfiable

redirected to the ADP Marketplace.

o Toblock the app from accessing your data, click Deny and then click I'm Sure in the confirmation message. In the second
confirmation message, you can click the link to open ADP Consent Manager or click the Log Out button.




Chapter 2

Allow or Deny a Request for Authorization in Consent Manager

After you purchase an app on the ADP Marketplace, you must give permission to the app before the app can access your organization's data.
You can use Consent Manager to see which applications have requested consent to your organization's data and grant access as appropriate.

To Allow or Deny aRequest for Authorization in Consent Manager:

1. Inabrowser, goto https://adpapps.adp.com/consent-manager.

2. If prompted, log in with your ADP credentials. The Consent Manager opens, showing requests, allowed, and denied consents for apps you have

purchased.

3. InthePending Consents list, find the app you are interestedin and click the Manage button for that app. A Client Authorization modal

appears, showing the app name and all of the permissions requested.

4. Doone of the following:

Client Authorization

a KM - CONNNECTOR - TEST

You hereby:

« Allow read access 1o your ADP system for worker's
profile data which may Include personally identfiable
Informaticn (PIly

« Allow searching for contacts In your company and
reading basic contact Information

icting ADP to provide
the use of your data

se W g Note that
you have previously

rized ADP to provide application.

ALLOW DENY

o Click the Allow button, and then click Continue to confirm your decision.
o Click the Deny button, and then click I'm Sure in the confirmation message.

Chapter 3

Deny an Allowed Authorization in Consent Manager



https://adpapps.adp.com/consent-manager

To block an app from accessing your data:

1. Inabrowser, goto https://adpapps.adp.com/consent-manager.

2. If prompted, login with your ADP credentials. The Consent Manager opens, showingrequests, allowed, and denied consents for apps you have
purchased.

© uancusse:

Consent Manager

Recuests for Authorzation

3. IntheAllowed Consents list, find the app that you want to block from accessing your data, and click the Deny button for that app. The Current
Permissions window appears with an " ... are you sure?" message.

Current Permissions

& KM - CONNNECTOR - TEST

This app has permission to:

= Allow read access 1o your ADP system for worker's
profile data which may Include personally identifiable
Information (Pil)

= Allow searching for contacts in your company and
reading basic contact Information

Hmmm...are you sure?

By choosing to revoke consent, your app will not be able to access your ADP data.
You will disable the app from its intended use. If your previous selection was a
mistake, you may select cancel to allow the app to retain consent.

CANCEL I'M SURE

4. Click the I'm Sure button. A message appears confirming that the app no longer has access to your ADP data.

Current Permissions

KM - CONNNECTOR - TEST

This app has permission to:

Allow read access o your ADP system far worker's
profile data which may Include personally identifiable
Information (PIl)

Allow searching for contacts In your company and
reading basic comact Information

Done! This app will not have access to your ADP
data.

You may modify this setting and manage other account permissions at any time

through the ADP Consent Manager.


https://adpapps.adp.com/consent-manager

5. Click Continue toreturn to the Consent Manager.

Chapter 4
Allowing a Denied Authorization in Consent Manager

To allow access to apreviously denied or revoked app:

1. Inabrowser, goto https://adpapps.adp.com/consent-manager.

2. If prompted, login with your ADP credentials. The Consent Manager opens, showingrequests, allowed, and denied consents for apps you have
purchased.

@ LaNGUAGE: Engitn (U v

Consent Manager

Requests for Authorization

Denied Authorizations

Allowed

3. IntheDenied Consents list, find the app that you want to allow to access your data, and click the Allow button for that app. The Consent
Request window appears.

Client Authorization
KM - CONNNECTOR - TEST

You hereby:

« Allow read access to your ADP system for worker's
profile data ich may Include personally identfiable
Information (P1l)

« Allow searching for contacts In your company and
reading basic contact Information

ALLOW CANCEL

4. Click the Allow button. A message appears confirming that the app now has access to your data.


https://adpapps.adp.com/consent-manager

Client Authorization

& KM - CONNNECTOR - TEST
Dy Partner ting

You hereby:

Allow read access to your ADP system for worker's
profile data which may Include personally Identifiable
Information (PIl)

Allow searching for contacts In your company and
reading basic contact information

Good job! This app is how connected to your ADP
workforce data.
‘We've recorded your consent successfully. No further action is required.

CONTINUE

5. Click Continue toreturn to the Consent Manager.



